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Abstract of the contribution: This contribution proposes to clarify the relationship between URSP and routing rules and how to provide the routing rules to UE in multiple PDU sessions case. 
Discussion
Issue 1: Appling URSP and routing rules in multi-homed PDU session or multiple PDU sessions case.
According to current specification, URSP is used to select a PDU session to route the ongoing traffic of an application. But for multi-homed PDU session or multiple PDU sessions case, there might be multiple candidate PDU sessions or IP addresses/prefixes that can satisfy the URSP rule of the application (i.e. they have same DNN, S-NSSAI, SSC mode etc). An EN in A.3.1.8.3 in TS 23.501 addresses the issue:
	Editor's note: It is FFS if/how the URSP can be applied in case of multi-homed PDU sessions and in case of multiple PDU sessions to the same DNN.


In IP network, typically routing rules are used for the source IP selection in case multiple IP addresses/prefixes are available on the host. It was agreed in 5.8.1 that routing rules will also be used to select source IP prefix in multi-homed PDU session or multiple IPv6 PDU sessions case.
	When the UE has one or multiple IPv6 PDU sessions to the same Data Network Name (DNN) with multiple IP prefixes, the UE selects the IP prefix according to routing rules pre-configured in the UE or received from network.



However, 1) the relationship between URSP and routing rules need to be clarified. and 2) the same issue of multiple IPv4 PDU sessions need to be addressed.
Proposal 1: If there are multiple candidate sessions (for multiple PDU sessions case) or multiple IP prefixes of one session (for multi-homed PDU session case) that can match the URSP rule of an application, the routing rules on the UE shall be used together with URSP to select one IP address/prefix to route the traffic of the application.

Issue 2: Provide routing rules in multiple PDU sessions case.
The provision of routing rules for IPv6 multi-homed PDU session is defined in 5.8.1.2 as following:
	For IPv6 multi-homed PDU session the SMF can send routing rules along with IP prefixes to the UE to influence the source IP prefix selection in IPv6 Router Advertisement (RA) messages according to RFC 4191 [8].


For multiple PDU sessions (including IPv4 and IPv6) case, it is not clear how to provide the routing rules to the UE. There is a related EN in 5.8.1.2:
	Editor's note:	It is FFS whether the SMF provides routing rules to the UE in case of IPv4 PDU type



Proposal 2: 
For IPv6 PDU session, just like multi-homed PDU session case, SMF provides routing rule to the UE to influence the source IP prefix selection in Router Advertisement (RA) messages. 
For IPv4 PDU session, SMF provides routing rule to the UE via control plane message or DHCPv4 signal to influence the source IP address selection.
Proposal
It is proposed to update TS 23.501 as follows:

*************** Start of the change 1***************
[bookmark: _Toc488397141]A.3.1.8.3	UE Route Selection Policies
The UE Route Selection Policy (URSP) includes a prioritized list of URSP rules, each one composed of the following components:
-	Traffic filter: Information that can be compared against data traffic and determine if the rule is applicable to this data traffic or not. It may include application identifiers and other information, if needed. The traffic that matches the traffic filter of a URSP rule is referred to as the "matching traffic" for this URSP rule.
-	Non-seamless offload: Indicates if the matching traffic is Prohibited, Preferred or Permitted (i.e. allowed but not preferred) to be offloaded to non-3GPP access outside of a PDU session. It may also indicate a specific non-3GPP access type (e.g. WLAN, SSID-x) on which the matching traffic is Prohibited, Preferred or Permitted.
-	Slice Info: This includes the S-NSSAI (see clause 5.15) required for the matching traffic. It may also include multiple S-NSSAIs in priority order if the matching traffic may be transferred over a PDU session supporting any of these S-NSSAIs. It is used to associate the matching traffic with one or more S-NSSAIs. The UE also uses this information to select an alternative S-NSSAI to use for the matching traffic when a currently used S-NSSAI becomes unavailable.
-	Continuity Types: This includes the SSC Mode (see clause 5.6.9.2) required for the matching traffic. It may also include multiple SSC Modes in priority order if the matching traffic may be transferred over a PDU session supporting any of these SSC Modes. It is used to associate the matching traffic with one or more SSC modes.
-	DNNs: This includes the DNN required for the matching traffic. It may also include multiple DNNs in priority order if the matching traffic may be transferred over a PDU session to any of these DNNs. It is used to associate the matching traffic with one or more DNNs.
-	Access Type: If the UE needs to establish a PDU session for the matching traffic, this indicates the type of access (3GPP or non-3GPP) on which the PDU session should be established. It may also indicate a prioritized list of accesses on which the PDU session establishment should be attempted.
Each URSP rule shall include a traffic filter and one or more of the other components, which specify how the matching traffic should be routed.
As an example, the URSP provisioned in the UE may include the following rules:
Table A.3.1.8.3-1: Example of URSP rules
	Example URSP rule
	Comments

	Traffic filter: App=DummyApp
Direct offload: Prohibited
Slice Info: S-NSSAI-a
Continuity Types: SSC Mode 3
DNNs: internet
Access Type: 3GPP access

	This URSP rule associates the traffic of application "DummyApp" with S-NSSAI-a, SSC Mode 3 and the "internet" DNN.
It enforces the following routing policy:
Traffic of application "DummyApp" should not be directly offloaded to non-3GPP. It should be transferred on a PDU session supporting S-NSSAI-a, SSC Mode 3 and DNN=internet. If this PDU session is not established, the UE shall attempt to establish the PDU session over Access Type=3GPP access. If the PDU session cannot be established, the traffic of this application cannot be transferred.

	Traffic filter: App=App1, App2
Direct offload: Permitted
Slice Info: S-NSSAI-a
Access Type: Non-3GPP access
	This URSP rule associates the traffic of applications "App1" and "App2" with S-NSSAI-a.
It enforces the following routing policy:
The traffic of application App1 and the traffic of application App2 should be transferred on a PDU session supporting S-NSSAI-a. If this PDU session is not established, the UE shall attempt to establish the PDU session over Access Type=non-3GPP access. If the PDU session cannot be established, the traffic of these applications can be directly offloaded to non-3GPP access.

	Traffic filter: App=DummyApp
Direct offload: Permitted (WLAN SSID-a)
Continuity Types: SSC Mode 3

	This URSP rule associates the traffic of application "DummyApp" with SSC Mode 3.
It enforces the following routing policy:
The traffic of application "DummyApp" should be transferred on a PDU session supporting SSC Mode 3. If this PDU session is not established, the UE shall attempt to establish the PDU session over any access type. If the PDU session cannot be established, the traffic can be directly offloaded if the UE is connected to WLAN with SSID-a.

	Traffic filter: *
Direct offload: Preferred
Slice Info: S-NSSAI-a, S-NSSAI-b
Continuity type: Type-3
DNN: internet
	This (default) URSP rule associates all traffic not matching any prior rule with S-NSSAI-a (first priority), S-NSSAI-b (second priority), SSC Mode 3 and the "internet" DNN.
It enforces the following routing policy:
All traffic not matching any prior rule should preferably be offloaded directly to any non-3GPP access. If it cannot be directly offloaded to non-3GPP access, it should be transferred on a PDU session supporting S-NSSAI-a, SSC Mode 3 and DNN=internet. Alternatively, it can be transferred on a PDU session supporting S-NSSAI-b, SSC Mode 3 and DNN=internet. The PDU sessions can be established over any access type.



If a UE application requests a specific SSC Mode, S-NSSAI and/or DNN, the traffic of this application shall be routed to a PDU session that supports the requested SSC Mode, S-NSSAI and DNN. The SSC Mode, S-NSSAI and DNN requested by the UE application shall take precedence over the corresponding values in the URSP rules. If there are multiple IP prefixes within the session which matchs the URSP rule of the application, then the routing rules on the UE shall be used to select one IP prefix to route the traffic of the application. The provision of routing rules is described in clause 5.8.1.2.
Editor's note:	It is FFS if a VPLMN can provide its own URSP rules to a roaming UE. It is also FFS how the UE selects the URSP rules to apply if it is provisioned with VPLMN URSP and HPLMN URSP.
Editor's note:	It is FFS if/how the URSP can be applied in case of multi-homed PDU sessions and in case of multiple PDU sessions to the same DNN.
Editor's note:	It is FFS if/how a UE application can be prevented from using a specific PDU session.
*************** End of the changes****************
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